**Création des utilisateurs, des OUs et des groupes**

**Les comptes utilisateurs**

Les utilisateurs sont caractérisés par leurs comptes.

Un compte utilisateur est une représentation d’une personne physique, par exemple un collaborateur d’une entreprise. Il va permettre à cette entité de se connecter à un ordinateur et/ou à un domaine à l’aide d’un identifiant propre et d’un mot de passe secret. Ces comptes s’apparentent aux sessions.

On distingue deux types de compte :

* **Compte local :**

Un Compte Local est, comme son nom l’indique, un compte propre à une machine. Son profil sera stocké dans la base de données « Security Accounts Manager » (SAM). Il ne sera accessible que depuis l’ordinateur où le compte est référencé. En effet, ce compte n’aura accès qu’à la ressource de la machine et par conséquent dépendra de cette dernière. Ce type de compte est très contraignant car cela nécessite que les comptes soient stockés dans les différentes bases SAM des ordinateurs.

Ce type de compte comporte par défaut 2 profils :

* + administrateur
  + invité (compte désactivé par défaut)

Ces comptes ne peuvent être créés que depuis l’ordinateur en question via l’interface de gestion des utilisateurs. Les attributs du compte sont très restreints (nom, prénom) et ne sont pas appropriés pour un listing. Ces comptes sont très difficiles à gérer et par conséquent, ils ne sont pas privilégiés par les entreprises, ces comptes étant réservés aux particuliers.

* **Compte du domaine :**

Le compte du domaine fonctionne différemment du compte local. Ces comptes ne sont plus stockés dans la base de données SAM de l’ordinateur mais dans la base de données d’Active Directory. Ces comptes sont des objets d’annuaires et sont caractérisés par un ID de sécurité (SID). C’est grâce à ce SID que le compte se verra, ou non, accorder l’accès au domaine. Ainsi, il est possible de se connecter aux comptes utilisateurs depuis n’importe quel ordinateur (à condition que ce dernier soit connecté au domaine et qu’il n’y ait pas de restrictions définies).

Par défaut, deux types de comptes sont configurés dans la base Active Directory :

* + administrateur
  + invité

Que ce soit un compte local ou un compte de domaine, ils reposent sur deux principes fondamentaux :

* + Authentification de l’utilisateur (nom ou ID de l’individu et mot de passe) : A noter qu’il est possible pour les utilisateurs du domaine de définir des options d’authentification. En effet, une règle peut imposer le fait que l’utilisateur change son mot de passe à la première ouverture de session. On peut également demander à l’utilisateur d’entrer un mot de passe avec un nombre précis de caractère grâce aux GPO. Lors de la création d’un nouvel utilisateur, il est possible de cocher les options d’authentification.
  + Autorisation de l’utilisateur (accès aux fonctionnalités propres aux habilitations de la personne) : L’utilisateur se verra accorder l’accès à sa session selon ses habilitations. En effet, selon son niveau d’habilitation, un compte d’utilisateur aura accès à des fonctionnalités différentes. Par exemple, un administrateur aura plus de privilèges qu’un simple stagiaire. Le fait de désactiver ces fonctionnalités permet aux administrateurs d’assurer le contrôle et la sécurité du domaine et empêche un utilisateur lambda d’installer un programme étranger pouvant engendrer une faille dans le réseau.

Cependant, certains utilisateurs devront avoir accès à ses privilèges. Il est important de pouvoir les identifier rapidement afin de surveiller ces comptes sensibles. De plus, quand une entreprise comporte plusieurs centaines de collaborateurs, il est nécessaire de pouvoir les regrouper par catégories.

La création de ces comptes se fait via la console ordinateur et utilisateurs Active Directory. Il est aussi possible d’utiliser PowerShell.

Au travail maintenant !

Bien entendu, lors de la création des utilisateurs, vous devrez respecter la nomenclature de votre entreprise concernant le nom d’ouverture de session.

Vous allez commencer par créer un utilisateur modèle (cela se passe sur votre contrôleur de domaine, est-il nécessaire de le rappeler ?). Ce compte servira de base pour créer les comptes restants par copie.

Tout se passe dans les **outils d’administration**, **ordinateurs et utilisateurs Active Directory**.

* Développez votre arborescence Active Directory et cliquez droit sur Users puis Nouvel utilisateur
* Mettez **zmodele** (le Z pour que votre modèle apparaisse en bas de la liste) en prénom, pas de nom et **zmodele** en nom d’ouverture de session.
* Cliquez sur suivant et sélectionnez **L’utilisateur doit changer le mot de passe à la prochaine ouverture de session**. Cliquez aussi sur **Le compte est désactivé**. Mettre en mot de passe Azerty/123
* Sélectionnez ensuite votre utilisateur zmodèle puis faites **Propriétés**. Nous allons nous intéresser aux onglets **Compte** et **Profil**
* Dans l’onglet **Compte**, vous allez modifier les horaires d’accès et interdire à votre utilisateur de travailler entre 20 heures et 6 heures du matin
* Vous constaterez l’existence du bouton **Se connecter à** qui va vous permettre de définir sur quelle machine l’utilisateur peut se connecter et à contrario ne pas se connecter. Il faut évidemment que les machines soient des Objets Active Directory
* Dans l’onglet profil, vous allez vous intéresser à la création du répertoire personnel de l’utilisateur appelé ici Dossier de base. Renseignez comme ceci :
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\\srvstorfic\users$\%username%

**ATTENTION** : N’hésitez pas à vérifier l’accessibilité de votre partage

Cela mérite des explications ! **%username%** est une **variable** qui représente le nom d’ouverture de session de l’utilisateur. Le système va donc créer sur votre serveur de fichier dans le répertoire utilisateurs un dossier qui s’appellera **zmodele**. Une lettre de lecteur U : est associé à ce nouveau répertoire (petit rappel : il aurait aussi été possible de créer un script qui connecte directement le lecteur au répertoire de l’utilisateur : **net use u : \\srvstorfic\users$\%username%.**

* Vous pouvez maintenant utiliser votre modèle et créez tous vos comptes utilisateurs (la totalité de l’organigramme). Pour chaque, vous devrez tout de même définir le prénom, le nom, le nom d’ouverture de session et le mot de passe. Lorsque vous avez créé le premier, vérifiez que son dossier de base est bien renseigné ainsi que les horaires d’ouverture de session
* Pour contrôler que les dossiers de base ont bien été créés sur votre serveur de fichier, vous pouvez soit ouvrir une session sur votre serveur de fichiers et regarder dans utilisateurs soit le faire à partir de votre contrôleur de domaine (là où vous vous trouvez normalement en ce moment). Pour faire cela : clic droit sur le menu démarrer puis Exécuter. Tapez alors **\\srvstorfic\users$**. Vous arrivez directement dans votre répertoire utilisateurs. Quelle que soit la méthode utilisée, faites propriétés sécurité sur le répertoire d’un utilisateur. Que constatez-vous ? Qui a les droits ?

|  |
| --- |
| **Droits de l'utilisateur**  L'utilisateur propriétaire du répertoire devrait avoir des droits complets (Contrôle total) sur son propre répertoire. Cela permet à l'utilisateur de lire, écrire, modifier et supprimer les fichiers dans son répertoire.  **Droits de l'administrateur :**  Le groupe "Administrateurs" ou un compte administrateur devrait également avoir des droits complets (Contrôle total) sur le répertoire.  **Droits du système :**  Le compte "SYSTEM" devrait également avoir des droits complets (Contrôle total). |

**Les unités organisationnelles**

**Définition**

Une unité organisationnelle (UO) est un objet de type « conteneur » permettant d’améliorer la structure hiérarchisée d’Active Directory. Ces conteneurs permettent d’accueillir des utilisateurs, des groupes utilisateurs ainsi que des groupes ordinateurs (à condition que ces objets appartiennent au même domaine).

**Présentation**

Les unités organisationnelles sont la plus petite entité à laquelle on peut affecter une GPO (Group Policy Object). Ainsi, il est très utile et très conseillé d’avoir recours aux unités organisationnelles.

Il est possible d’imbriquer les unités organisationnelles entre elles. Cela permet de mieux hiérarchiser les comptes utilisateurs et ordinateurs. De plus, il est possible de déléguer des droits d’administration aux différentes UO. Ainsi on ne délègue que les droits relatifs à cette UO et on évite ainsi de donner les pleins pouvoirs. Ceci est donc une mesure de sécurité qui fait des UO un système très intéressant.

En effet, dans un parc informatique, tout le monde n’a pas les mêmes droits et les mêmes politiques de sécurités. Ainsi, afin de ne pas gérer les utilisateurs un par un en leurs attribuant des droits spécifiques, on peut les regrouper en UO et ainsi appliquer les GPO propres aux départements où ils se situent.

Afin de gérer au mieux le domaine via les UO, il est nécessaire d’appliquer un modèle de hiérarchisation aux UO. Ce modèle doit être choisi en fonction de ces besoins et il doit être évolutif. Le modèle administratif de l’entreprise peut servir de calque à la création d’UO. Cependant, il ne faut pas non plus créer des UO en fonction de son organigramme ou du moins, il faut essayer de ne pas en faire une reproduction.

La création des UO se fait en interface graphique via le panneau utilisateur et ordinateur Active Directory ou via la console PowerShell. Il est nécessaire pour cela de disposer des droits administrateurs.

C’est à vous !

Il est toujours important de réfléchir à l’organisation de notre informatique pour créer des unités d’organisation pratiques. **Les GPO** (les stratégies), que vous verrez plus tard, **s’appliquent sur des OU**, c’est-à-dire que les objets « rangés » dans l’OU seront impactés par la GPO de l’OU.

Utilisez l’outil Utilisateurs et ordinateurs Active Directory. Créez l’arborescence suivante. Pour faire cela, cliquez avec le bouton droit sur le nom de votre domaine (storX.local) et faites Nouveau Unité d’Organisation. Créez toutes les OU
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Ah mince, il y a une erreur. Services n’est pas à la bonne place. Déplacez le dans Utilisateurs. Cela ne devrait pas fonctionner. Cherchez pourquoi ? Un indice ? Fonctionnalités avancées !

Créez donc l’arborescence suivante. **Déplacez vos utilisateurs pour les « ranger » dans les bonnes OU**. A noter qu’il est aussi possible de déplacer l’ordinateur de l’utilisateur avec l’utilisateur mais cela n’a pas trop de sens. Il est préférable de laisser les ordinateurs ensemble. Par exemple, si vous voulez déployer des mises à jour sur l’ensemble de vos ordinateurs, il sera préférable qu’ils soient dans la même OU pour pouvoir y **appliquer une GPO**.

![](data:image/png;base64,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)

**Création des groupes**

Afin de gérer les utilisateurs plus facilement, il est possible de regrouper les comptes utilisateurs et les comptes ordinateurs en différents groupes.

Mais qu’est-ce qu’un groupe ?

Un groupe est un regroupement d’utilisateurs. Ces groupes sont destinés à faciliter la gestion des utilisateurs en les regroupant en une même entité.

Ainsi, on peut :

* Assigner un ensemble d’autorisation à plusieurs comptes en une fois
* Déléguer des droits d’administration et ainsi décentraliser la gestion du parc
* Créer des listes de distributions

En effet, cela repose sur l’héritage des propriétés et des droits des parents de l’objet. Affecter un utilisateur à un groupe ne veut pas dire pour autant que cet utilisateur est affecté uniquement à ce groupe. En effet, **il est possible à un utilisateur d’être membre de plusieurs groupes**. La création de ces groupes permet aux utilisateurs de ce groupe d’utiliser ou non une ressource (dossier, fichier, imprimante…)

On peut distinguer deux types de groupes :

* Les groupes de sécurité :

Ces groupes sont utilisés pour gérer la sécurité aux ressources. Imaginons un dossier contenant des dossiers du personnel que seule l’administration peut voir. Au lieu d’ajouter les autorisations de lecture et d’écriture à tous les membres de l’administration un à un, on va placer tous les membres de l’administration dans un groupe spécifique puis on va accorder les privilèges directement à ce groupe. Les propriétés de l’objet parent héritant sur les objets enfant, tous les membres auront les mêmes privilèges que l’objet parent, à savoir le droit de lecture et d’écriture.

* Les groupes de distribution :

Ces groupes sont souvent utilisés dans le cas de messagerie électronique. Il est parfois utile de regrouper plusieurs personnes dans un même groupe plutôt que de sélectionner ou entrer les nombreux utilisateurs auxquels nous souhaitons envoyer un message électronique. Par exemple, nous souhaitons envoyer un e-mail aux collaborateurs du service de la comptabilité, soit nous inscrivons toutes les adresses e-mail des collaborateurs, soit nous nous servons du groupe comptabilité préalablement créé, afin de pouvoir envoyer le e-mail plus rapidement.

La sélection du type de groupe s’effectue lors de la création du groupe. Vous pourrez voir qu’il y a également un autre champ à remplir lors de la création d’un groupe : l’étendue.

**Qu’est-ce l’étendue d’un groupe ?**

L’étendue d’un groupe correspond à l’influence et le rayon d’action du groupe. On distingue à ce jour, trois types de portés de groupes :

* Groupe local du domaine :

Un groupe ayant une étendue locale est un groupe qui pourra avoir une action uniquement dans le domaine où il se trouve.

* Groupe global :

Un groupe ayant une étendue globale est un groupe qui pourra agir sur toute la forêt set non pas uniquement sur le domaine dans lequel le groupe se trouve. La seule contrainte est que les utilisateurs du groupe doivent provenir du même domaine que celui où le groupe va être créé.

* Groupe universel :

Un groupe ayant une étendue universelle est un groupe qui est quasi similaire aux groupes globaux à l’exception que les groupes universels peuvent accueillir des utilisateurs situés sur d’autre domaine que celui du groupe.

Bien que le choix de l’étendue se fasse à la création du groupe, il est tout de fois possible de modifier ce critère ultérieurement via la console utilisateur et ordinateur Active Directory.

Bien que les groupes soient un moyen efficace de sécuriser l’accès aux ressources, cela ne suffit pas pour un administrateur pour gérer les nombreux comptes. Pour ce faire, un autre type de « groupe » existe pour administrer plus efficacement un domaine : les unités organisationnelles.

A votre tour !

Vous allez créer des groupes. Ils vont principalement nous servir à affecter les droits sur notre serveur de fichiers.

Je vais vous proposer ma méthode. Ce n’est pas forcément la meilleure mais rassurez-vous ce n’est pas la pire ;) Vous verrez sans doute d’autres méthodes en entreprise… et vous verrez des entreprises sans méthodes !

Voici ce que je propose :

* Il y a deux grandes familles de droits. Soit de la lecture seule, soit des autorisations de modification. On peut définir cela comme ça : groupe\_R si droit en lecture seule, soit groupe\_RW si contrôle total. Pas de panique je vais donner un exemple plus loin.
* Un répertoire qui doit posséder des droits spécifiques se verra affecter deux groupes : groupe\_R et groupe\_RW.
* Suivant les autorisations d’accès définies, il vous reste à placer les bons utilisateurs dans les bons groupes.

Prenons un exemple : le répertoire gestion qui se trouve dans Services et Finance

* Pour pouvoir accéder à gestion, il faut d’abord accéder à Services puis à Finance
* Il faut donc créer les groupes suivants :
  + Services\_R et Services\_RW
  + Finance\_R et Finance\_RW
  + Gestion\_R et Gestion\_RW
* Tous vos utilisateurs seront membres de Services\_R
* Toutes les personnes du pôle Finance seront dans le groupe Finance\_R
* Toutes les personnes du pôle Gestion seront dans le groupe Gestion\_RW

Grace à cet exemple, vous êtes maintenant en capacité de créer **tous les groupes correspondant à votre arborescence Services**. N’oubliez-pas de mettre les utilisateurs dans les bons groupes.

Comment créer le groupe :

* Clic droit sur l’OU Serveur\_de\_fichiers
* Nouveau groupe
* Renseignez le nom du groupe
* Ne touchez à rien d’autre

Pour ajouter un utilisateur dans un groupe :

* Soit sur les propriétés de l’utilisateur, onglet membre de et vous ajoutez les groupes dont il est membre
* Soit sur les propriétés du groupe, onglet Membres et vous ajoutez les utilisateurs qui sont membres.